
1. When was your last Risk Assessment?

2. What are your challenges with 
    cybersecurity insurance?

3. When was the last 3rd party review of 
    your security posture?

1. Do business challenges arise from 
   your implemented tech?

2. Do you have network architecture 
    diagrams of your technology footprint?

3. Any challenges with cloud deployment, 
    or transition to the cloud?

1. What’s the current MTTR within your vulnerability 
    mgmt program?

2. When was your last pen test?

3. Do you have ongoing awareness training for 
    your sta�?

4. Are your policies and processes documented 
    and ready for audit?

1. What are your regulatory requirements? Do you 
    have a data governance program? 

2. Is the coverage of your current compliance 
    program protecting you well?

4. Rate your data protection e�ectiveness.

5. Are you keeping up with regulatory changes in 
    states you do business in?

1. Do you have an IR plan? 
   When was it last tested?

2. When was your last Business 
    Impact Analysis?

3. If a ransomware event happened 
    tomorrow, what are your 1st steps?
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Organizations should assess their security posture on a consistent basis to keep up with evolving threats. 
The road to a more protected future is truly endless, and although the concept of “endless work” can be 
intimidating, Volta is ready to help breakdown your cybersecurity journey with some basic quesitons. 

Cybersecurity Journey




